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1. Background  
Licensing Authorities are required to satisfy themselves that those holding hackney carriage 
and Private Hire Vehicle (PHV) driver licences1 are ‘fit and proper’ to do so. This is done 
firstly during the determination of an application for a licence, and then at any time during the 
currency of a licence. For example when evidence is obtained that suggests that a licensed 
individual is not a fit and proper person the licensing authority is entitled to suspend,  revoke 
or refuse to renew a licence.  

 
The process of assessing whether an applicant or licensee is ‘fit and proper’ may vary 
between authorities but there is widespread consensus on the need to increase consistency 
and set national minimum standards for the fit and proper test at a suitably high level. This 
would help prevent individuals who have had a licence revoked by one authority from simply 
going to another area and securing a licence - assuming the second authority was aware of 
the earlier revocation.  

 
At the moment, if drivers do not disclose information about a previous revocation or refusal 
of a licence, there is often no way for a licensing authority to find this information out. This 
means that vital intelligence about an applicant’s past behaviour is being missed and an 
individual might be able to get a new licence in another area, despite having their licence 
revoked elsewhere. High profile instances of this happening have undermined public 
confidence in the safety of hackney carriages and PHVs, and left licensing authorities open 
to criticism for something that is currently very difficult for them to control. 

 
In response to this issue, the Local Government Association (LGA) has commissioned the 

development of a national register of hackney carriage and PHV driver licence refusals and 

revocations, the ‘National Register of Refusals and Revocations’ or NR3. The new register 

will allow licensing authorities to record details of where a hackney carriage or PHV drivers’ 

licence has been refused or revoked, and allow licensing authorities to check new applicants 

against the register.  This should help to prevent people found to be not fit and proper in one 

area from securing a licence somewhere else through deception and non-disclosure. For the 

avoidance of doubt, NR3 does not extend to vehicle or operator licensing decisions. 

 

This guidance note provides information on the steps that licensing authorities should take to 

ensure that they have the necessary supporting procedures in place to make use of the 

register. Specific user guidance and training materials on using the register will be published 

separately.  

Important 

Licensing authorities will be data controllers in relation to their processing of personal 
data in connection with NR3, including in relation to uploading information to NR3, 
consulting NR3, and disclosing or receiving information about individuals who appear 
on NR3.  Licensing authorities are therefore strongly advised to work closely with their 
information governance and legal teams to assure themselves that they are taking the 
necessary steps to comply with data protection and other laws in regard to NR3. 

 

  

                                                           
1 Throughout this document, this term includes dual or combined Hackney / PHV licences. 
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2. Objective of NR3 
The simple objective of the national register is to ensure that authorities are able to take 

properly informed decisions on whether an applicant is fit and proper, in the knowledge that 

another authority has previously reached a negative view on the same applicant. This will be 

achieved by providing a mechanism for licensing authorities to be able to check whether an 

individual has had a licence refused or revoked. Whenever a licensing authority processes a 

new application for a hackney carriage/PHV driver’s licence, or for a renewal, it should check 

the register at a suitably early stage of the process to confirm whether the applicant was 

subject to a previous licensing decision that they should be aware of. 

 

Every application must always be considered on its own merits. A licensing authority must 

not fetter its decision-making, or appear to have simply relied upon the previous decision of 

another authority. The purpose of the register is not to mean that an applicant who has been 

refused a licence on one occasion will always be refused.  

 

However, it will always be relevant for an authority to consider a previous refusal or 

revocation, and the reasons for that decision. That previous decision may in many cases 

warrant significant weight to be given to it. Licensing authorities will wish to think carefully 

about taking a different view to an earlier decision. Depending on the nature and context of 

the earlier decision, they may require strong and new evidence to support a different view, 

having regard to the representations of the applicant. Any authority will wish to have proper 

respect for the decision of a previous authority, having regard to the fact that a driver had the 

right of appeal to the Magistrates’ Court against a decision which was wrong or flawed. 

Without this approach, the objectives of safeguarding and consistency – and the reputation 

of local government – will be undermined. 

 

The register will not record suspensions of drivers’ licences. This is for the following reasons: 

 

i. any suspension that was later lifted because the original information was false or 

unsubstantiated would have to be removed from the register, but any search 

during the period that the information remained in the register might prejudice a 

subsequent application 

ii. suspension should not be used as an interim step pending revocation. If the 

matter is serious enough to warrant a driver being prevented from driving, 

revocation should be the action taken2; and 

iii. where a suspension period is imposed as a short-term punishment for minor 

transgression, this should not influence a subsequent decision, as further serious 

non-compliance should lead to revocation3. Accordingly any pattern of 

unacceptable behaviour should be identified by revocations or refusals to renew, 

rather than by a recurring pattern of suspensions. 

 

For these reasons, no records of suspension should be included, including migration of 

historic records relating to suspension. 

 

 

                                                           
2 See  R (on the application of Singh) v Cardiff City Council (Admin), [2013] LLR 108 and Reigate & Banstead Borough 

Council v Pawlowski  [2018] R.T.R. 10 
3 Suspension  as a punishment is permissible – see R (on the application of Singh) v Cardiff City Council [2013] 
LLR 108 
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3. Voluntary disclosure of previous licensing history 
NR3 provides a mechanism for sharing information about an individual’s previous licensing 

history if they have had a licence revoked or an application for one refused. Most licensing 

authorities already ask applicants to indicate on their application forms whether they have 

previously had a licence revoked or refused. With the introduction of NR3, authorities should 

ensure that the request for this information is clearly set out on the application form and 

accompanying guidance notes. Where an applicant fails to volunteer information that has 

been clearly requested but which is subsequently identified through NR3, this may in itself 

raise questions about the applicant’s integrity and status as a fit and proper person.  
  

4. NR3 - an overview 
 

4.1.  Accessing the register 
The national register is hosted by the National Anti-Fraud Network (NAFN).  Access to the 

register is only available to members of NAFN. Licensing authorities are encouraged to join 

up to NAFN and recover the cost of this through their taxi licence fees. NAFN can be 

contacted by email on general@nafn.gov.uk.  

 

NAFN members will need to sign up specifically to the NR3 element of the NAFN database, 

which will allow access to the dedicated portal. This is a relatively straightforward process 

and can be done by contacting NAFN.  

 

A relevant officer will need to be designated as a single point of contact (SPOC) as part of 

the registration process. Authorities which already use the NAFN system will already have 

an existing SPOC in place (or potentially multiple SPOCs for different areas of functionality), 

so consideration will need to be given to the interaction between existing NAFN contacts and 

the new NR3 functionality.  

 

Once set up on the register, other officers will be able to create user accounts which will 

allow them to submit data or search the register, but these accounts will need to be verified/ 

approved by the SPOC.  Consideration should be given to the number of officers that need 

to be set up with user accounts to enable them to use the register to search / input 

information.   

 

Subscribing to the national register will require local authorities to sign up to data sharing 

and data processing agreements with NAFN. These agreements outline the necessary steps 

the authority will need to take to ensure compliance and will cover requirements under both 

the General Data Protection Regulation (GDPR) and Data Protection Act 2018 (DPA). 

    

4.2.  Register functionality 
The register has two basic elements of functionality; it enables authorities to record details of 

relevant drivers, and it enables them to undertake searches of the data held in the register. 

 

Licensing authorities will be responsible for adding basic details of drivers who have had a 

licence revoked or an application for one refused. The intention is that when a licensing 

authority receives an application for a licence or a renewal, the applicant’s details will be 

checked on the register to confirm that there is no record of them having being revoked or 

refused elsewhere.  

 

mailto:general@nafn.gov.uk
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Details contained on the register will be limited to information that will help to identify an 

individual to a certain degree of accuracy, but will not give a reason or explanation of why an 

action was taken. It will be up to individual authorities to follow up on any searches which 

come back with a match with the appropriate licensing authority, whose contact details will 

be included in the search result.  

 

Details will be kept on the register for a period of 25 years, and local authorities will therefore 

need to ensure that their own information governance policies reflect this. The register has 

been developed to support public safety through the potential sharing of information that is 

relevant to consideration of whether an individual is a fit and proper person to hold a taxi 

licence. There will be instances where the basis for an individual’s licence being revoked or 

refused is sufficiently serious as to remain relevant to a future taxi licence application 

however far in advance it is submitted; for example, where it concerns an issue of sexual 

misconduct in relation to a passenger. The data retention period for the register has 

therefore been set to reflect the potential gravity of some revocations and refusals, and the 

need for this information to be shared. However, as set out later in this document and in the 

supporting policy at Annex D, any information to be shared between authorities outside of 

the register must be shared on a proportionate and time limited basis, in accordance with the 

authority’s policy for doing so. If an authority did not take a case specific approach but chose 

to share all data over the full retention period, this would be likely to be disproportionate and 

therefore unlawful. 

 

Authorities will need to ensure that their information governance policies are updated to 

make reference to the NR3 retention period, the associated retention period for supporting 

taxi licence data, and the rationale for it. 

 

4.3.  Historic data migration  
The first step once subscription to the register has been completed is to populate the register 
with historic data of licence revocations and refusals. To do this, licensing authorities will 
need to submit historic data via CSV file to NAFN. NAFN have provided a standard template 
to use to submit data.  

 
The majority of licensing authorities will use an electronic licensing system, and therefore will 
be able to obtain extracts from their licensing systems which can then be cut and pasted into 
the spreadsheet. However, if authorities use a manual system to issue licenses, they will 
need to manually fill out the spreadsheet.  

 
In order to comply with data protection law, there must be a point beyond which historic data 
will not be uploaded. It is difficult to determine what that should be. However as the retention 
period for data on the register is 25 years, this appears to an appropriate period. Accordingly 
no historic data more than 25 years old should be uploaded to the register. It is important to 
note here that the 25-year data retention period begins at the point at which a licence was 
refused or revoked, rather than the date when the data was uploaded to the register. 

 
Crucially, it is vital to ensure that any historic data which is uploaded by a licensing authority 
has not been retained in contravention of that authority’s own retention policy. It is accepted 
that this may lead to differing ages of historic data being uploaded, but that is unavoidable to 
ensure compliance with data protection law. 
 

Before any historic data is uploaded, the authority must write to those individuals who the 

data concerns stating that the data will be uploaded at a future date, which should be a 



7 

 

period of not less than 28 days.  Individuals should be informed about the purposes of the 

data processing, the legal basis for it, and their various rights to object in regard to this. 

 

Although the letters do not specifically need to invite representations about the proposal, any 

representations that are made in that period should be considered by the authority and data 

should only be uploaded where the authority feels that it is fair and appropriate to do so. This 

will not prevent historic data being uploaded, but will ensure that where data is held which 

may be uploaded, there is an opportunity for the authority to reconsider whether that is the 

correct action to take. A template letter for contacting former licence holders is attached at 

Annex C.  

 
Once historic data has been submitted, any new revocations or refusals will need to be 
entered onto the NAFN register portal by a licensing officer as and when decisions are 
taken.  

 

5. Updating licensing processes and procedures  
Using the register will necessitate some key changes to the way applications and renewals 

are processed and information recorded.   

 

5.1. Informing applicants of the NR3 register 
Applicants must be informed of the existence of the NR3 register and that it will be consulted 

in connection with their application (and subsequent applications to renew licences). 

 

They must also be informed that their personal data will be placed on the register if at any 

time their licence is revoked or renewal is refused. 

 

Licensing authorities in receipt of applications must ensure that applicants are given the 

contact details of the data protection officer for the licensing authority, contact details for 

NAFN, and are advised of the fact that the information can be retained for up to 25 years 

(which is the retention period) and the fact they have a right to lodge a complaint with the 

Information Commissioner, together with the contact details for the Information 

Commissioner. It is suggested that this information is included in the privacy information 

provided to individuals when they apply for a licence. This is discussed further in 6.1.  

 

5.2. Adding details of a refusal or revocation  
When an application for a licence is refused, or an existing licence is revoked, authorities will 

need to enter this information onto NR3. It will be important to ensure that authorities only 

enter refusals that have genuinely been considered and refused; NR3 is not intended to 

capture details of incomplete applications which an authority does not process. The key 

point is that a decision has been taken because there is evidence that an individual is not a 

fit and proper person to hold a licence.  

 

Entering this information will be a simple and quick step, as only a limited amount of 

information will be added to the register: the individual’s details; the date of the decision; the 

date it takes effect; and the decision taken – but not the reason for the decision. 

 

Several authorities have reported that individuals who have had a licence revoked have 

previously moved very quickly to try to gain a licence elsewhere. It will therefore be important 

that authorities are prompt in adding the details of refusals or revocations to the register, so 
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that the information is available in the event that an individual does seek to secure a licence 

from another authority. 

 

Authorities should ensure that they include the entries onto NR3 in their authority wide 

records of their data processing activities. 

 

5.3. Checking the register as part of the application and renewal process 
The second process change will relate to applications for hackney carriage/ PHV driver 

licences.  Licensing authorities will also wish to check the register when they undertake 

licence renewals; firstly to confirm any historic information that may have been added in 

respect of one of their licensees, but also because it is possible that some drivers may hold 

more than one licence, and could therefore have one revoked in another area.4 

 

This in itself is a two-stage process: stage one is the checking of the register; stage two is 

making a request to the authority that uploaded the information to the register for details of 

the revocation or refusal. 

 

Once signed up to the register, licensing authorities will need to ensure that they check the 

details of new applicants on the register, to identify whether they have a previous licensing 

history (which may or may not have been disclosed on an application). Individual authorities 

will need to determine the appropriate point in their application process at which to check the 

register; however, it is suggested that this is done at a very early stage so that the authority 

can processes the application with the knowledge of any previous history, if the applicant 

has one. 

 

Guidance on using the register will set out the search parameters that authorities can use. It 

has been recognised throughout the process that individuals may use different names or 

provide different details to different authorities - perhaps in an attempt to avoid association 

with any previous issues – and searches should therefore take this into account. 

 

If a search of the register does not indicate that an applicant has any previous history the 

authority should be aware of, then the authority should continue to process the application 

as normal. A negative search result will not, of course, mean that the applicant is a fit and 

proper person; that will be for the authority to assess in the usual way. 

 

If a search does indicate a possible match on the register, then the authority will need to 

move on to stage two and seek further information. The register will indicate which authority 

has entered a possible match, and provide contact details for that authority. 

 

It is suggested that an authority seeking information from another authority about an entry on 

the register should make a request in writing for the information on which the decision 

recorded in the register was based (a suggested form is included at the end of Annex D). 

Authorities are encouraged to respond to such requests as soon as possible, and ideally 

within 10 working days of receiving a request. 

 

                                                           
4 The growth of app-based models and sub-contracting changes introduced by the Deregulation Act 
have both facilitated increased ‘out of area’ working, and may therefore make it less likely that in the 
future, under the existing framework, a driver would hold more than one licence.  
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The sharing between licensing authorities of this more detailed data - which may often 

involve the processing of special category personal data5 - is not included within the data 

processing and data sharing agreements governing use of the register itself. Any authority 

which shares information in response to a request, and any authority which receives 

information having made a request, must have in place a clear and published policy which 

governs its approach to the circumstances in which it will share, receive and use information 

of this type. It must be recognised that information will not be shared following every request. 

The authority that receives the request must consider whether it is actually proportionate to 

share this information, and ensure that disclosures are not arbitrary. This must also be 

detailed in their policy document. Having such a policy is a requirement of data protection 

law, Article 8 of the European Convention on Human Rights and of public law. 

 

If such a policy is in place which properly differentiates between circumstances, both 

authorities will be entitled to rely on processing conditions under Article 6(1)(e) and, in cases 

of special category data, Articles 9 and 10 GDPR6. Licensing authorities will need to satisfy 

themselves that they have followed the appropriate processes in sharing this more detailed 

data. 

 

The authority that receives the request must consider what information, if any, to reveal to 

the requesting authority. This is not intended to undermine the effects of the register: it is 

essential to ensure that disclosures are compatible with the Data Protection Act, the General 

Data Protection Regulations, and the Human Rights Act. In making its decision the authority 

must consider the nature and seriousness of the conduct which led to the revocation or 

refusal to renew, and the time that has elapsed since the decision was made. 

 

This will require not only a clear published policy, but also a decision-maker who has 

sufficient training and knowledge of the requirements to enable him/her to make an informed 

decision regarding disclosure. 

 

It is suggested that where the time that has elapsed since the revocation or failure to renew 

exceeds the time limits relating to the particular conduct that are contained in the Institute of 

Licensing’s “Guidance on Determining the Suitability of Applicants and Licensees in the 

Hackney and Private Hire Trades"7, serious consideration should be given as to whether or 

not the information should be revealed. 

 

A suggested template policy is attached at Annex D. 

 

To ensure compliance with article 30 of the GDPR, the authority must maintain a clear 

written record of every disclosure made following a search of the register. This should be a 

separate document, and it is not sufficient to simply mark an existing register of licences. 

                                                           
5 Special category personal data is sensitive data that could reveal someone’s racial or ethnic origin, 
political opinions, religious beliefs, trade union membership, and data concerning health or sex life.  
6 Found in Parts 1, 2 and 3 of the DPA 2018. 
7 

https://cplresourcestorage.blob.core.windows.net/documents/226798_Guidance%20on%20Suitability

%20ONLINE%20PDF%20(2).pdf?sv=2013-08-

15&sr=b&sig=sLMffzDNvtMihhMQ2xu1vOlUEQbD1n05TTY%2BrDTv9UM%3D&st=2018-07-

17T14%3A28%3A32Z&se=2018-07-17T14%3A34%3A32Z&sp=r 

 

https://cplresourcestorage.blob.core.windows.net/documents/226798_Guidance%20on%20Suitability%20ONLINE%20PDF%20(2).pdf?sv=2013-08-15&sr=b&sig=sLMffzDNvtMihhMQ2xu1vOlUEQbD1n05TTY%2BrDTv9UM%3D&st=2018-07-17T14%3A28%3A32Z&se=2018-07-17T14%3A34%3A32Z&sp=r
https://cplresourcestorage.blob.core.windows.net/documents/226798_Guidance%20on%20Suitability%20ONLINE%20PDF%20(2).pdf?sv=2013-08-15&sr=b&sig=sLMffzDNvtMihhMQ2xu1vOlUEQbD1n05TTY%2BrDTv9UM%3D&st=2018-07-17T14%3A28%3A32Z&se=2018-07-17T14%3A34%3A32Z&sp=r
https://cplresourcestorage.blob.core.windows.net/documents/226798_Guidance%20on%20Suitability%20ONLINE%20PDF%20(2).pdf?sv=2013-08-15&sr=b&sig=sLMffzDNvtMihhMQ2xu1vOlUEQbD1n05TTY%2BrDTv9UM%3D&st=2018-07-17T14%3A28%3A32Z&se=2018-07-17T14%3A34%3A32Z&sp=r
https://cplresourcestorage.blob.core.windows.net/documents/226798_Guidance%20on%20Suitability%20ONLINE%20PDF%20(2).pdf?sv=2013-08-15&sr=b&sig=sLMffzDNvtMihhMQ2xu1vOlUEQbD1n05TTY%2BrDTv9UM%3D&st=2018-07-17T14%3A28%3A32Z&se=2018-07-17T14%3A34%3A32Z&sp=r
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The document must include the fact that disclosure was made, but not specify the contents 

of that disclosure. 

 

 

5.4. Acting on detailed disclosures 
The licensing authority that receives a disclosure under stage two must then act upon it. As 

detailed above, the information may warrant significant weight being attached to it, but it is 

vital authorities do not use evidence of a previous refusal or revocation as the sole basis for 

their current decision. 

 

To ensure compliance with article 30 of the GDPR, the authority must maintain a clear 

written record of the action that is taken following the receipt of information from the register. 

This should be a separate document, and it is not sufficient to simply mark an existing 

register of licences. 

 

6. Complying with data protection requirements 
Licensing authorities will need to ensure that any individuals whose data is uploaded or 

entered onto NR3 is made aware of this: it is a legal requirement that data subjects must be 

made aware of the collection, storage and use of their personal data via a privacy notice.  

 

In relation to NR3, the following details must be included in a privacy notice: 

 

 The name and contact details of the licensing authority. 

 The contact details of the authority’s data protection officer. 

 The purpose of the processing. 

 The lawful basis for the processing. 

 The recipients or categories of recipients of the personal data. 

 The retention periods for the personal data. 

 The rights available to individuals in respect of the processing. 

 The right to lodge a complaint with a supervisory authority. 

 

For current licensees or applicants, authorities should ensure that information about NR3 is 

included in:  

 

 licensing policies 

 application forms  

 correspondence to named individuals that confirms that a licence has been revoked, 

or that an application for a licence has been refused.  

 

These should fulfil the requirements for privacy notices, and suggested wording is provided 

in Annexes A and B.  

 

Authorities will also need to ensure that they inform individuals in respect of whom a historic 

decision has been entered onto the register. Again, this correspondence should fulfil the 

legal requirements for privacy notices, and the LGA has developed a template letter that 

licensing authorities may wish to use for this purpose (Annex C). 
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Individuals whose details are contained on the register may submit a ‘subject access 

request’ (SAR) seeking copies of their details from the register at any point. Full details of 

the process, mechanism and suggested point of contact for submitting a SAR must 

therefore be included within each local authority’s policy, and also contained within 

application forms and supporting documentation when a licence is issued. Should a 

SAR be received by an individual licensing authority, it should be dealt with as per the 

relevant authority’s process. Licensing authorities, as the data controller, will need to liaise 

with NAFN, as the data processor, to fulfil SARs.  

 

Licensing authorities will need to ensure that anyone whose details are included on NR3 is 

aware of their rights in relation to their data. In addition to the right to being informed, under 

the Data Protection Act, data subjects may have other rights in relation to the processing of 

their data. Various of these rights will apply in relation to the NR3, including: the right to 

object, the right to request access to data; the right to rectification or erasure of data, and the 

right to restrict processing of data. 

 

It is important to note that although data subjects have the right to make these requests, the 

licensing authority does not have to agree to them. The fact that NR3 has been deemed 

necessary for the performance of a task carried out in the public interest or in the exercise of 

official authority vested in the controller makes its very unlikely that an authority would agree 

to these rights, other than the rights to access individual data on the NR3 and the 

rectification of data where an error has been made. However, authorities will need to 

respond to these requests within thirty days, setting out their decision.    

 

6.1. Updating the licensing policy, application forms and guidance   
Licensing authorities will therefore need to update their hackney carriage / PHV licensing 

policies to reflect the use of the register and the new processes arising from it, including that 

relevant information on the register will in future be part of the process for assessing licence 

applications and whether an individual is a fit and proper person. 

 

Authorities will similarly need to update their application forms and related paperwork (such 

as guidance notes) to make it clear that: 

 

 all applicants will have their details checked against the register, and any 

relevant information taken into account in assessing the application 

 where an application is refused, or where a licence is granted but subsequently 

revoked, this information will be entered into the register. 

 

These statements should provide assurance that this information will be processed in 

accordance with the DPA and GDPR. Suggested forms of words are included at Annex A.  

 

Where an authority decides to refuse or revoke a hackney carriage / PHV licence (the first 

authority), the decision notice should refer to the authority’s earlier notification in guidance 

and on application forms that the decision will be entered onto NR3. It should also make 

clear that if the individual makes an application to another licensing authority (the second 

authority) for a drivers’ licence at a later date, the second authority will check the register, 

and the details of the refusal or revocation may be provided to them by the first authority, in 

line with their policy for disclosing information. 
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6.2. Making existing licensees aware  
As well as new applicants, you will also need to make existing licensees aware of the fact 

that the authority has signed up to the register, and that if their licence is subsequently 

revoked or not renewed, this will be recorded.  A suggested form of words is included at 

Annex B. 
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Annex A – guidance on amendments to policies and forms 
 

Authorities will need to update their application forms and related paperwork (such as 

guidance notes) to make it clear that: 

 

 all applicants will have their details checked against the register, and any 

relevant information taken into account in assessing the application 

 where an application is refused, or where a licence is granted but subsequently 

revoked, this information will be entered into the register. 

 

The statements included in forms and guidance should provide assurance that this 

information will be processed in accordance with the DPA and GDPR. Critically, it should 

also make clear that there is a lawful basis for processing the data, which is necessary for 

the performance of a task carried out in the public interest or in the exercise of official 

authority vested in the controller – that is, assessing whether an individual is a fit and proper 

person to hold a hackney carriage or PHV licence.  

 

Where an authority decides to refuse or revoke a hackney carriage / PHV licence, the 

decision notice should refer to the authority’s earlier notification in guidance and on 

application forms that the decision will now be entered onto the national register. 

 

I. Suggested form of additional wording for licensing policy document and 

application paperwork 
The licensing authority provides information to the National Register of Taxi Licence 

Refusals and Revocations (NR3), a mechanism for licensing authorities to share details of 

individuals who have had a hackney carriage or Private Hire Vehicle (PHV) licence revoked, 

or an application for one refused. This is necessary for the performance of a task carried out 

in the public interest or in the exercise of official authority vested in the licensing authority – 

that is, assessing whether an individual is a fit and proper person to hold a hackney carriage 

or PHV licence 

 

Therefore: 

 

 Where a hackney carriage/ PHV licence is revoked, or an application for one refused, 

the authority will automatically record this decision on NR3. 

 All applications for a new licence or licence renewal will automatically be checked on 

NR3. If a search of NR3 indicates a match with an applicant, the authority will seek 

further information about the entry on the register from the authority which recorded 

it. Any information received as a result of an NR3 search will only be used in respect 

of the specific license application and will not be retained beyond the determination 

of that application. 

 

The information recorded on NR3 itself will be limited to: 

 

 name 

 date of birth 

 address and contact details 

 national insurance number 

 driving licence number 

 decision taken 
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 date of decision 

 date decision effective 

 

Information will be retained on NR3 for a period of 25 years. 

 

This is a mandatory part of [applying for] [being granted], a hackney carriage / PHV driver 

licence. The authority has a published policy on the approach it will take to requests by other 

authorities for further information about entries on NR3, and about the use it will make of any 

further information provided to it. You can read that policy at [link / set out separately]. 

 

Information will be processed in accordance with the Data Protection Act (DPA) and General 

Data Protection Regulation (GDPR). Any searches, provision or receipt of information of or 

under NR3 are necessary to the authority’s statutory licensing functions of ensuring that all 

drivers are fit and proper to hold the applicable licence. It is not intended that any NR3 data 

will be transferred out of the United Kingdom. 

 

If you wish to raise any issue related to the data protection legislation, including by relying on 

any of the rights afforded to data subjects under the GDPR, you can do so to the authority’s 

Data Protection Officer at [contact details].  This includes submitting a subject access 

request. 

 

You always have the right to make a complaint to the Information Commissioner’s Office 

(ICO). Advice on how to raise a concern about handling of data can be found on the ICO’s 

website:  https://ico.org.uk/make-a-complaint/  

 

 

II. Suggested form of additional wording for decision letter concerning refusal 

of an application 
In accordance with [insert appropriate reference to policy document or application paperwork 

explaining membership and implications of NR3], the decision to refuse your application will 

be entered onto the National Register of Taxi Licence Refusals and Revocations (NR3).  The 

information entered onto NR3 will be limited to your: 

 

 name 

 date of birth 

 address and contact details 

 national insurance number 

 driving licence number 

 decision taken (but not the reason for it) 

 date of decision 

 the date the decision took effect. 

 

This information will be processed and shared in accordance with the Data Protection Act 

(DPA) and General Data Protection Regulation (GDPR), and is necessary for the 

performance of a task carried out in the public interest or in the exercise of official authority 

vested in the licensing authority – that is, assessing whether an individual is a fit and proper 

person to hold a hackney carriage or PHV licence.  

 

Recording this information on NR3 does not mean that you will be automatically prevented 

from securing a licence in future, but is intended simply to ensure that licensing authorities 

https://ico.org.uk/make-a-complaint/
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are able to access your full licensing history should you make further licence applications 

elsewhere. Information will be held on the register for 25 years. If during that time another 

authority requests further details relating to this decision because you have applied to it for a 

licence, we may provide our reasons for the refusal of this application, in accordance with 

our policy at [details/link]. 

 

You have various rights in relation to your data: the right to request access to your data; the 

right to rectification or erasure of your data; the right to restrict processing of your data, and 

the right to object to the processing of your data for this purpose. The authority will consider 

any such requests and respond within one month.   

 

If you wish to raise any issue related to the data protection legislation, including by relying on 

any of the rights afforded to data subjects under the GDPR, you can do so to the authority’s 

Data Protection Officer at [contact details].   This includes submitting a subject access 

request. 

 

You always have the right to make a complaint to the Information Commissioner’s Office. 

 

III. Suggested form of additional wording for decision letter concerning 

revocation 
In accordance with [insert appropriate reference to policy document / application paperwork / 

letter to existing licence holders explaining membership and implications of NR3], the 

decision to revoke your licence will be entered onto the National Register of Refusals and 

Revocations (NR3).  The information entered onto NR3 will be limited to your: 

 

 name 

 date of birth 

 address and contact details 

 national insurance number 

 driving licence number 

 decision taken (but not the reason for it) 

 date of decision 

 the date the decision took effect. 

 

This information will be processed and shared in accordance with the Data Protection Act 

(DPA) and General Data Protection Regulation (GDPR), and is necessary for the 

performance of a task carried out in the public interest or in the exercise of official authority 

vested in the licensing authority – that is, assessing whether an individual is a fit and proper 

person to hold a hackney carriage or PHV licence.  

 

Recording this information on NR3 does not mean that you will be automatically prevented 

from securing a licence, but is intended simply to ensure that licensing authorities are able to 

access your full licensing history should you make further licence applications elsewhere. 

Information will be held on the register for 25 years. If during that time another authority 

requests further details relating to this decision because you have applied to it for a licence, 

we will provide our reasons for the revocation of this licence in accordance with our policy at 

[details/link]. 

 

You have various rights in relation to your data: the right to request access to your data; the 

right to rectification or erasure of your data; the right to restrict processing of your data, and 
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the right to object to the processing of your data for this purpose. The authority will consider 

any such requests and respond within one month.   

 

If you wish to raise any issue related to the data protection legislation, including by relying on 

any of the rights afforded to data subjects under the GDPR, you can do so to the authority’s 

Data Protection Officer at [contact details].   This includes submitting a subject access 

request. 

 

You always have the right to make a complaint to the Information Commissioner’s Office. 
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Annex B – suggested notification to existing licensees of NR3 

 

To all hackney carriage / PHV / dual [combined] licence holders 

 

Dear licensee 

 

National Register of Taxi Licence Refusals and Revocations 

 

I am writing to make you aware of a new initiative which X authority is involved in to help 

strengthen hackney carriage/ Private Hire Vehicle (PHV) licensing for the benefit of both 

passengers and responsible hackney carriage and PHV drivers. 

 

As you may be aware, the Local Government Association (LGA), the representative body for 

local councils, has commissioned a new National Register of Taxi Licence Refusals and 

Revocations (NR3). The register will be hosted by the National Anti-Fraud Network (NAFN). 

The intention of this is to prevent drivers who have had a hackney carriage or PHV licence 

revoked or an application for one refused, going to another authority to dishonestly secure a 

licence by failing to disclose their previous licensing history. 

 

Instances of drivers doing this in the past have undermined public confidence in the hackney 

carriage and PHV trade and licensing authorities. The purpose of the NR3 initiative is 

therefore to provide a mechanism for licensing authorities to share details of individuals who 

have had a hackney carriage or PHV licence revoked or an application for one refused. The 

development of NR3 has been welcomed by all sections of the taxi trade, safety groups and 

charities, the Department for Transport and by licensing authorities. 

 

From [insert date], this authority will begin using the NR3. This means that from that point: 

 

 Applications for new hackney carriage/PHV licences and for renewals will be 

checked on the NR3. 

 Where an existing licence is revoked or an application for renewal or a new 

licence is refused, this will be recorded on NR3. 

 

This authority, and other licensing authorities, will also be adding historic information on 

refusals and revocations of licences to the register. Historic data will not go back beyond the 

retention period of 25 years. Any relevant data entered onto NR3 which relates to existing 

licence holders may be considered as part of future renewal processes. 

 

The information recorded on NR3 will be limited to your:  

 name 

 date of birth 

 address and contact details 

 national insurance number 

 driving licence number 

 decision taken 

 the date of the decision 

 the date decision was effective 

 

Information will be retained on NR3 for 25 years. 
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Where an applicant’s details are flagged on NR3 during a search, this will be followed up 

separately between the authorities. Any such request in relation to your record will be 

responded to in accordance with the authority’s published policy at [details/link]. Licensing 

authorities will still be required to consider each application on its own merits, but the 

introduction of NR3 will help ensure that they are able to do so on the basis of all the 

information that is relevant to an application.  

 

All data processing and sharing undertaken by this authority on the NR3, and with individual 

authorities in regard to entries on the NR3 will be undertaken in accordance with the Data 

Protection Act (DPA) and the General Data Protection Regulations (GDPR). The legal basis 

for processing this information is that it is necessary for the performance of a task carried out 

in the public interest or in the exercise of official authority vested in the licensing authority – 

that is, assessing whether an individual is a fit and proper person to hold a hackney carriage 

or PHV licence. It is not intended that any NR3 data will be transferred out of the United 

Kingdom. 

 

If you wish to raise any issue related to the data protection legislation, including by relying on 

any of the rights afforded to data subjects under the GDPR, you can do so to the authority’s 

Data Protection Officer at [contact details].   

 

You always have the right to make a complaint to the Information Commissioner’s Office. 

 

Yours sincerely 

 

Licensing authority 

 

 

Frequently asked questions 

 

Why has the register been set up? 

NR3 has been developed to improve public safety and confidence in hackney carriage and 

PHV licensing. There have been numerous high profile cases where drivers who have been 

refused licences or had a licence revoked in one area have gone to another area and 

received a licence in that area by failing to disclose their previous history. This undermines 

public safety, if there are legitimate reasons why a licence was refused or revoked, and 

damages confidence in the hackney carriage / PHV licensing regime and trade.  This is why 

the initiative has been widely supported by reputable drivers and firms, as it will provide a 

mechanism for ensuring information about refusals and revocations can be shared between 

all licensing authorities in a safe and secure way, removing this potential loophole. 

 

How will the register work – what information will be recorded? 

When an authority revokes a licence, or refuses an application for one, it will record this 

information on NR3. The information recorded will be limited to: 

 

 name 

 date of birth 

 address and contact details 

 national insurance number 
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 driving licence number 

 decision taken 

 date of decision 

 date decision effective 

 

Licensing authorities will then search the register when they are processing new applications 

or renewals. Where an authority finds a match for their applicant on NR3, it will contact the 

licensing authority that recorded the entry to seek more information, which, if shared, will 

then be used to help reach a decision on the application. 

 

Will I automatically be refused a licence if I am on the register? 

No. Licensing authorities are legally required to consider each licence application on its own 

merits, and cannot refuse an application simply because an applicant may be recorded on 

NR3. The purpose of NR3 is to ensure that authorities have the full information necessary to 

help them reach a decision on whether an individual is fit and proper. If circumstances have 

materially changed since the decision that has been recorded on NR3, it may be appropriate 

for another authority to award a licence.  

 

What if my licence is suspended? 

Suspensions of licences will not be recorded on NR3. This is because suspension should be 

used as either a short-term punishment or to overcome a short-term situation (e.g. driving or 

medical issues). Where a driver is no longer considered to be a fit and proper person to hold 

a licence, the licence should be revoked. 

 
Can I find out if my details are on the NR3? 

Individuals whose details are added to NR3 will be notified of this at the point at which they 

are advised of the decision to refuse or revoke a licence. 

 

Outside of these times, an individual can make a subject access request (SAR) for any of 

their personal data held on NR3. The ‘data controller’ in respect of this data is this licensing 

authority, to whom a SAR should be submitted in the first instance. As the ‘data processor’, 

that is the organisation storing the data, the National Anti-Fraud Network will fulfil this 

request. Similarly, the exercise of any other rights provided under data protection legislation 

should be made to this authority in the first instance. 

 

How long will details be held on NR3 for?  

Data will be retained on the register to help licensing authorities fulfil their statutory duty to 

be satisfied that a person is a fit and proper person to hold a taxi or PHV licence. These 

duties are set out under sections 51, 59 and 61 of the Local Government (Miscellaneous 

Provisions) Act 1976; sections 13, 16 and 17 of the Private Hire Vehicles (London) Act 1998; 

section 3 of the Private Hire Vehicles (London PHV Driver's Licences) Regulations 2003; 

sections 25 and 30 of the London Cab Order 1934; sections 9 and 19 of the Plymouth City 

Council Act 1975 and section 46 of the Town Police Clauses Act 1847. In accordance with 

this purpose, data will remain on NR3 for 25 years. 
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Annex C - suggested notification to former licence holders or 

applicants whose details will be entered onto NR3 
 

Dear XXX 

 

National Register of Refusals and Revocations 

 

I am writing to make you aware of a new initiative which X authority is involved in to help 

strengthen hackney carriage / Private Hire Vehicle (PHV) licensing for the benefit of both 

passengers and responsible hackney carriage and PHV drivers. 

 

The Local Government Association (LGA), the representative body for local councils, has 

commissioned a new National Register of Refusals and Revocations (NR3). The register will 

be hosted by the National Anti-Fraud Network (NAFN). The intention of this is to prevent 

drivers who have had a hackney carriage or PHV licence revoked or an application for one 

refused, going to another authority to dishonestly secure a licence by failing to disclose their 

previous licensing history. 

 

Instances of drivers doing this in the past have undermined public confidence in both the 

hackney carriage and PHV trade and licensing authorities. The purpose of the NR3 initiative 

is therefore to provide a mechanism for licensing authorities to share details of individuals 

who have had a taxi or PHV licence revoked or an application for one refused. The 

development of NR3 has been welcomed by all sections of the hackney carriage and PHV 

trade, safety groups and charities, the Department for Transport and by licensing authorities. 

 

From [insert date], this authority will begin using the NR3. This means that from that point: 

 

 applications for new hackney carriage/PHV licences and for renewals will be 

checked on the NR3 

 where an existing licence is  revoked, or an application for renewal or a new 

licence is refused, this will be recorded on NR3. 

 

This authority, and other licensing authorities, will also be adding historic information on 

refusals and revocations of licences to the register.  Historic data will not go back beyond the 

retention period of [25 years / the authority’s own data retention period]. As part of this 

process, it is intended that the details of your previous [licence revocation / refusal] will be 

added to the register in 28 days’ time. 

 

The information recorded on NR3 in respect of your case is limited to:  

 

 name 

 date of birth 

 address and contact details 

 national insurance number 

 driving licence number 

 decision taken 

 date of decision 

 date decision effective. 
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Information will be retained on NR3 for 25 years. 

 

Where an applicant’s details are flagged on NR3 during a search, this will be followed up 

separately between the authorities. Any such request in relation to your record will be 

responded to in accordance with the authority’s published policy at [details/link]. 

 

Licensing authorities will still be required to consider each application on its own merits, but 

the introduction of NR3 will help ensure that they are able to do so on the basis of all the 

information that is relevant to an application. 

 

All data processing and sharing undertaken by this authority on the NR3, and with individual 

authorities in regard to entries on the NR3 will be undertaken in accordance with the Data 

Protection Act (DPA) and the General Data Protection Regulations (GDPR). The legal basis 

for processing this information is that it is necessary for the performance of a task carried out 

in the public interest or in the exercise of official authority vested in the licensing authority – 

that is, assessing whether an individual is a fit and proper person to hold a hackney carriage 

or PHV licence. It is not intended that any NR3 data will be transferred out of the United 

Kingdom. 

 

You have various rights in relation to your data: the right to request access to your data; the 

right to rectification or erasure of your data; the right to restrict processing of your data, and 

the right to object to the processing of your data for this purpose. The authority will consider 

any such requests and respond within one month.   

 

If you wish to raise any issue related to the data protection legislation, including by relying on 

any of the rights afforded to data subjects under the GDPR, you can do so to the authority’s 

Data Protection Officer at [contact details].   This includes submitting a subject access 

request. 

 

You always have the right to make a complaint to the Information Commissioner’s Office. 

 

Yours sincerely 

 

Licensing authority 

 

Frequently asked questions 

 

Why has the register been set up? 

NR3 has been developed to improve public safety and confidence in taxi and PHV licensing. 

There have been numerous high profile cases where drivers who have been refused 

licences or had a licence revoked in one area have gone to another area and received a 

licence in another area by failing to disclose their previous history. This undermines public 

safety, if there are legitimate reasons why a licence was refused or revoked, and damages 

confidence in the hackney carriage / PHV licensing regime and trade.  This is why the 

initiative has been widely supported by reputable drivers and firms, as it will provide a 

mechanism for ensuring information about refusals and revocations can be shared between 

all licensing authorities in a safe and secure way, removing this potential loophole. 

 

How will the register work – what information will be recorded? 
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When an authority revokes a licence, or refuses an application for one, it will record this 

information on NR3. The information recorded will be limited to: 

 

 name 

 date of birth 

 address and contact details 

 national insurance number 

 driving licence number 

 decision taken 

 date of decision 

 date decision effective. 

 

Licensing authorities will then search the register when they are processing new applications 

or renewals. Where an authority finds a match for their applicant on NR3, it will contact the 

licensing authority that recorded the entry to seek more information, which, if shared, will 

then be used to help reach a decision on the application. 

 

Will I automatically be refused a licence if I am on the register? 

No. Licensing authorities are legally required to consider each licence application on its own 

merits, and cannot refuse an application simply because an applicant may be recorded on 

NR3. The purpose of NR3 is to ensure that authorities have the full information necessary to 

help them reach a decision on whether an individual is fit and proper. If circumstances have 

materially changed since the decision that has been recorded on NR3, it may be appropriate 

for another authority to award a licence.  

 

Can I find out if my details are on the NR3? 

Individuals whose details are added to NR3 will be notified of this at the point at which they 

are advised of the decision to refuse or revoke a licence. 

 

Outside of these times, an individual can make a subject access request (SAR) for any of 

their personal data held on NR3. The ‘data controller’ in respect of this data is this licensing 

authority, to whom a SAR should be submitted in the first instance. As the ‘data processor’, 

that is the organization storing the data, the National Anti-Fraud Network will fulfil this 

request. Similarly, the exercise of any other rights provided under data protection legislation 

should be made to this authority in writing in the first instance. 

 

How long will details be held on NR3 for?  

Data will be retained on the register to help licensing authorities fulfil their statutory duty to 

be satisfied that a person is a fit and proper person to hold a taxi or PHV licence. These 

duties are set out under sections 51, 59 and 61 of the Local Government (Miscellaneous 

Provisions) Act 1976; sections 13, 16 and 17 of the Private Hire Vehicles (London) Act 1998; 

section 3 of the Private Hire Vehicles (London PHV Driver's Licences) Regulations 2003; 

sections 25 and 30 of the London Cab Order 1934; sections 9 and 19 of the Plymouth City 

Council Act 1975 and section 46 of the Town Police Clauses Act 1847. In accordance with 

this purpose, data will remain on NR3 for 25 years. 

 

  



23 

 

Annex D – Suggested template policy relating to requests for 
information, disclosure of information, and use of information as 
a result of an entry on NR3  
 

Once an authority has signed up to the NR3, it is able to search the register when an 

application is received for a new drivers licence, or to renew an existing drivers licence. In 

this annex, the searching authority is referred to as ‘the second authority.’ 

 

If a match is found, then a request can be made to the authority that entered the information 

onto the NR3 (in this annex, this authority is referred to as ‘the first authority’) asking for 

more details of the revocation or refusal of a drivers’ licence by the first authority. 

 

The first authority can then provide information to the second authority, enabling the second 

authority to take the earlier action into account and make an informed decision as to whether 

or not the licence should be granted or renewed. 

 

To comply with the Data Protection Act, the General Data Protection Regulations, and the 

Human Rights Act, it is essential that the first authority which provides information about 

entries on the NR3 register, and the second authority that requests and receives such 

information, have a clear policy detailing how and when such information will be requested, 

provided, and how any information provided can then be used.  

 

This is a suggested policy to address those situations. As each authority that signs up to the 

NR3 may at some point be both the first authority and the second authority for the purposes 

of this policy, the policy is drafted as a chronological progression through the process an 

authority may work through as either the first or second authority. 

 

Policy for Council/TfL in respect of requests for information, disclosure of 

information, and use of information as a result of an entry on NR3 

 
In this policy, the ‘first authority’ refers to a licensing authority which made a specific entry 

onto the National Register of Refusals and Revocations; the ‘second authority’ refers to a 

licensing authority which is seeking more detailed information about the entry.  
 

I. Overarching principles 
This policy covers the use that this authority [Council/TfL] will make of the ability to access 

and use information contained on the National Register of Taxi Licence Revocations and 

Refusals (NR3). The NR3 contains information relating to any refusal to grant, or revocation 

of, a taxi drivers’ licence8. This information is important in the context of a subsequent 

application to another authority for a drivers’ licence by a person who has had their licence 

refused or revoked in the past. 

 

This authority [Council/TfL] has signed up to the NR3. This means that when an application 

for a taxi drivers’ licence is refused, or when an existing taxi drivers’ licence is revoked, that 

information will be placed upon the register. 

 

                                                           
8 Throughout this policy reference is made to ‘taxi drivers licence.’ This generic term covers a hackney 
carriage drivers licence, a private hire drivers licence and a combined/dual licence. 
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When an application for a new drivers’ licence, or renewal of an existing drivers’ licence is 

received, this authority [Council/TfL] will make a search of the NR3. The search will only be 

made by an officer who has been trained in the use of the NR3 and who is acting in 

accordance with this policy. If details are found that appear to relate to the applicant, a 

request will be made to the authority that entered that information for further details.  

 

Any information that is received from any other authority in relation to an application will only 

be used in relation to that application, and the determination of it, and will not be used for 

any other purpose. Any data that is received will only be kept for as long as is necessary in 

relation to the determination of that application. This will include the period of processing that 

application, making a decision, notifying the applicant of the outcome of that decision, and 

the appeal processes. 

 

For the avoidance of doubt, any such data will be kept for a period of no more than 35 days 

from the date of the service of the written notification of the determination of the application9.  

 

Where an appeal to the magistrates’ court is made, the data will be retained until that appeal 

is determined or abandoned. Where the appeal is determined by the magistrates’ court, 

there is a further right of appeal to the Crown Court. In these circumstances, the data will be 

retained for a period of no more than 35 days from the date of the decision of the 

magistrates’ court. If an appeal is made to the Crown Court, the data will be retained until 

that appeal is determined or abandoned. Where the appeal is determined by the 

magistrates’ court or the Crown Court, it is possible to appeal the decision by way of case 

stated10. Accordingly, the data will be retained for a period of no more than 35 days from the 

date of the decision of the Crown Court (if the decision was made by the magistrates’ court, 

the retention period has already been addressed). If an appeal by way of case stated is 

made, the data will be retained until all court proceedings relating to that appeal by way of 

case stated (which will include potential appeals to the Court of Appeal and Supreme Court) 

have been determined11. 

 

The data will be held securely in accordance with this authority’s [Council/TfL] general policy 

on the secure retention of personal data [which is available at…]. At the end of the retention 

period, the data will be erased and/or destroyed in accordance with this authority’s 

[Council/TfL] general policy on the erasure and destruction of personal data (which is 

available at….). 

                                                           
9 The appeal period is 21 days from the date on which the written notification of the decision was 

received by the applicant/licensee. An appeal must be lodged within that time period, and no extension 
of that period is permissible (see Stockton-on-Tees Borough Council v Latif [2009] LLR 374). However, 
to ensure that the information is available if an appeal is lodged and there is a dispute over time periods, 
a period of 35 days is specified. 
10 Any appeal by way of case stated must be lodged within 21 days of the decision of either the 

magistrates court all the Crown Court (see The Criminal Procedure Rules R35.2). To ensure that the 
information is available if an appeal is lodged by way of case stated and there is a dispute over time 
periods, a period of 35 days is specified. 
11 Decisions of the local authority, magistrates’ Court and Crown Court are also susceptible to judicial 

review. Generally any right of appeal should be exercised in preference to judicial review, but there are 
occasions when leave has been granted for judicial review in the circumstances. Any application for 
judicial review must be made “promptly; and in any event not later than 3 months after the grounds to 
make the claim 1st  arose” (see The Civil Procedure Rules R54.5). If an application for judicial review 
is made after any relevant data has been destroyed, this authority will request the information again 
and then retain that information until all court proceedings relating to that judicial review (which will 
include potential appeals to the Court of Appeal and Supreme Court) have been determined. 
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II. Making a request for further information regarding an entry on NR312 

When an application is made to this authority [Council/TfL] for the grant of a new, or renewal 

of, a taxi driver’s licence, this authority [Council/TfL] will check the NR3. 

 

This authority [Council/TfL] will make and then retain a clear written record13 of every search 

that is made of the register. This will detail: 

 

 the date of the search; 

 the name or names searched; 

 the reason for the search (new application or renewal);  

 the results of the search; and 

 the use made of the results of the search (this information will be entered to the 

register at a later date). 

 

This record will not be combined with any other records (i.e. combined with a register of 

licences granted) and will be retained for the retention period of 25 years. 

 

If this authority [Council/TfL] discovers any match (i.e. there is an entry in the register for the 

same name and identifying details) a request will be made to the authority that entered those 

details (the first authority) for further information about that entry. That request will also 

include details of this authority’s [Council/TfL] data protection policy in relation to the use of 

any data that is obtained as a result of this process. 

 

This request will be made in writing in accordance with the form at appendix 1 of this policy. 

It will be posted or emailed to the contact address of the authority that entered those details 

(the first authority) which will be detailed in the register. 

 

III. Responding to a request made for further information regarding an entry on 

NR314 
When this authority [Council/TfL] receives a request for further information from another 

authority a clear written record will be made of the request having been received. This record 

will not be combined with any other records (i.e. combined with a register of licences 

granted) and will be retained for the retention period of 25 years15. 

 

This authority [Council/TfL] will then determine how to respond to the request. It is not lawful 

to simply provide information as a blanket response to every request.  

 

This authority [Council/TfL] will conduct a Data Protection Impact Assessment. This will 

consider how the other authority (the second authority) will use the data, how it will store that 

data to prevent unauthorised disclosure, the retention period for that data, and the 

mechanism for erasure or destruction of the data at the end of that period. It is expected that 

                                                           
12 This section of the template policy relates to the submission of a request by the second authority. 
13 This can be electronic, rather than “pen and paper” hard copy. 
14 This section of the template policy relates to the handling by the first authority of a request for 
information by the second authority. 
15 This record can be combined with the written record of the action taken as a result of the request. 
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if the second authority has adopted a policy similar to this, that should be a reasonably 

straightforward process. 

 

If this authority [Council/TfL] is satisfied that the other authority’s (the 2nd authority) data 

protection procedures are satisfactory, consideration will then be given as to what 

information will be disclosed16. This will be determined by an officer who has been trained to 

discharge this function. 

 

Any disclosure must be considered and proportionate, taking into account the data subjects’ 

rights and the position and responsibilities of a taxi driver. Data is held on the NR3 register 

for a period of 25 years, but this authority [Council/TfL] (the 1st authority) will not disclose 

information relating to every entry. Each application will be considered on its own merits. 

 

This authority [Council/TfL] will disclose information relating to a revocation or refusal to 

grant a drivers’ licence in accordance with the timescales contained within the Institute of 

Licensing’s “Guidance on Determining the Suitability of Applicants and Licensees in the 

Hackney and Private Hire Trades"17 [or own policy if this differs]. Where the reason for 

refusal to grant or revocation relates to a conviction (or similar as defined in the IoL 

guidance) which is within the timescales determined in those guidelines, the information will 

be disclosed. Where the reason for refusal to grant or revocation relates to a conviction (or 

similar as defined in the IOL guidance) which is outside the timescales determined in those 

guidelines, the information will not be disclosed. However, in every case, consideration will 

be given to the full circumstances of the decision and there may be occasions where 

information is provided other than in accordance with this policy. 

 

Any information about convictions will be shared in accordance with this policy under part 2 

of scheduled 1 to the Data Protection Act (DPA) 2018; that is, the processing is necessary 

for reasons of substantial public interest in connection with the exercise of a function 

conferred on the authority by an enactment or rule of law. 

 

The officer will record what action was taken and why. This authority [Council/TfL] will make 

and then retain a clear written record18 of every decision that is made as a result of a request 

from another authority. This will detail: 

 

 the date the request was received 

 how the data protection impact assessment was conducted and its conclusions 

 the name or names searched 

 whether any information was provided 

 if information was provided, why it was provided (and details of any further advice 

obtained before the decision was made) 

 if information was not provided, why it was not provided (and details of any further 

advice obtained before the decision was made) and 

 how and when the decision (and any information) was communicated to the 

requesting authority. 

                                                           
16 If the 1st authority is not satisfied that the 2nd authority’s data protection policy is satisfactory, no 
disclosure can be made. In such circumstances it is essential that discussion takes place as a matter 
of urgency between the data protection officers of the 1st authority and the 2nd authority. 
17 Available at 
https://www.instituteoflicensing.org/NewsJobsArticle.aspx?NewsID=11318&NewsOrJob=news  
18 This can be electronic, rather than “pen and paper” hard copy. 

https://www.instituteoflicensing.org/NewsJobsArticle.aspx?NewsID=11318&NewsOrJob=news
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This record will not be combined with any other records (i.e. combined with a register of 

licences granted) and will be retained for the retention period of 25 years. 

 

 

IV. Using any information obtained as a result of a request to another authority 
 

When this authority [Council/TfL] receives information as a result of a request that has been 

made to another authority, it will take that information into account when determining the 

application for the grant or renewal of a taxi drivers’ licence. This will be in accordance with 

the usual process for determining applications [insert reference to the [Council/TfL]’s policy 

for determining applications]. 

 

This authority [Council/TfL] will make and then retain a clear written record of the use that is 

made of the results of the search (this information will be added to the register detailed 

above). 

 

Information that is received may warrant significant weight being attached to it, but it will not 

be the sole basis for any decision that this authority [Council/TfL] will make in relation to the 

application. 

 

Appendix 1 - information disclosure form 
This form is submitted following a search of the National Register of Refusals and 

Revocations (NR3). 

 

(For completion by requestor authority) 

Name of licensing authority requesting information: ……… 

 

Requestor authority reference number: …….. 

 

Name of licensing authority from which information is sought: ……… 

 

Name of individual in respect of whom the request is made:  ………. 

 

Decision in respect of which the request is made: Refusal / revocation 

 

Other details for this record: ……. 

 

Address: ……. 

 

Driving licence #: …… 

 

NI #: ……. 

 

Reference number: …… 

 

Declaration by requesting authority: 

The authority hereby confirms that this information is being sought in connection with the 

exercising of its statutory function to ensure that holders of taxi / PHV licences are fit and 
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proper persons, and that the processing of this data is therefore necessary in the 

performance of a task carried out in the public interest. 

 

The information provided below will only be processed, used and saved by the authority in 

connection with this particular application and in accordance with all relevant data and 

privacy requirements, as previously advised by the authority to applicants for and existing 

holders of taxi and PHV licences, and will be retained in accordance with the Authority’s 

retention policy relating to the provision of such information. 

 

To enable the authority to conduct a data protection impact assessment, details of this 

authority’s policy in relation to the use of information obtained as a result of this request is 

attached to this document/can be accessed at ??. 

 

Signed:  

Name:  …… 

Position: …… 

Date…… 

 

 

(For completion by providing authority) 

Further information to support the decision recorded on NR3 in respect of the above named 

individual 

 

 
 
 
 
 
 
 

 

Declaration by providing authority 

The authority hereby confirms that it has conducted a data protection impact assessment. 

 

It also confirms that the information above is accurate, and has been provided after thorough 

consideration by the authority as to the proportionality and lawfulness of making this 

disclosure. The information reflects the basis on which the decision recorded in the National 

Register of Refusals and Revocations was made. In the event that the authority becomes 

aware that this information is no longer accurate, we will advise the above named authority 

accordingly. 

 

The authority also confirms that, as part of the basis for securing, retaining or applying for a 

taxi / PHV licence, the above named individual has been made aware of to the fact that this 

information will be shared, in accordance with all relevant data and privacy requirements 

 

Signed:  

Name:  …… 

Position: …… 

Date:  …….  


